
DICOM Guard

Dicom Systems’ DICOM Guard provides a simple and elegant solution for electronic access 
and delivery of studies and reports.  

As an alternative to the labor-intensive CD/DVD burning process, DICOM Guard fully encrypts 
all Protected Health Information (PHI) for Health Insurance Portability and Accountability 
Act (HIPAA) compliance.

DICOM Guard is a built-in module of the DCMSYS Enterprise Imaging Unifier software suite. 

To use DICOM Guard a user simply selects the study to be shared, enters the patient/recipient’
email address, generates a unique one-time use password, then clicks “SEND to DICOM Guard.”
The patient/recipients’ email and password information are not stored or recoverable. The 
patient data cannot be accessed / read or decrypted without the customer’s password. 

DICOM Guard technology reduces operational costs associated with image sharing and is available 
as an application in the Dicom Systems product suite. 

Log in to DCMSYS device, 
select a study and send 
to DICOM Guard.

Technician enters email address 
and password for the patient and 
clicks send. Neither password nor 
email is being stored anywhere.

Store patient data fully 
encrypted on ANY cloud.

After send all data 
is being encrypted.
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Customer logs in to DICOM Guard 
web interface.

Data is being pulled from the cloud and 
is decrypted on the fly using original email 
and password. Optionally data can be 
continued to be stored encrypted on 
recipient computer. 

Patient data is downloaded 
to the client’s computer as a 
zip file with built-in viewer.
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